US 20140196040A1

a9 United States

a2y Patent Application Publication o) Pub. No.: US 2014/0196040 A1

Nicholas et al.

(43) Pub. Date:

Jul. 10, 2014

(54)

(71)

(72)

(73)

@
(22)

(63)

VIRTUAL MACHINE CRASH FILE
GENERATION TECHNIQUES

Applicant: Microsoft Corporation, Redmond, WA
(US)

Inventors: Andrew Nicholas, Bellevue, WA (US);

Rich Yampell, Bellevue, WA (US);
Jacob Oshins, Seattle, WA (US); Rene
Antonio Vega, Kirkland, WA (US)

Microsoft Corporation, Redmond, WA
us)

Appl. No.: 14/203,488
Filed: Mar. 10,2014
Related U.S. Application Data

Continuation of application No. 12/751,991, filed on
Mar. 31, 2010, now Pat. No. 8,671,405.

Assignee:

D

(52)

&7

Publication Classification

Int. CI.

GOGF 9/455 (2006.01)

GOGF 11/07 (2006.01)

USS. CL

CPC ....... GOGF 9/45545 (2013.01); GOGF 11/0787
(2013.01)

L81 C 718/1

ABSTRACT

Techniques for creating crash data in a virtualized environ-
ment are disclosed. In an embodiment of the present disclo-
sure the techniques can be used when a guest operating sys-
tem within a virtual machine may not have a sufficient
mechanism for generating crash data.
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